Cyber Threat Intelligence analyst
Contract Agent Function Group IV
Before applying, please check the guidelines available at https://cert.europa.eu/vacancies

What we propose

We wish to hire a Cyber Threat Intelligence analyst to join our elite, world-class CTI team.

In close collaboration with the CTI team leader, the selected candidate will:

1. Monitor threat information coming from: open and commercial sources, our peers and partners, our constituents (the EU institutions, bodies and agencies), etc.
2. Analyse threat reports
3. Control technical threat data flow such IOCs and detection rules
4. Operate threat intelligence platforms such as MISP & OpenCTI
5. Track the activity of top threat actors and the evolution of techniques, tactics and procedures (TTPs)
6. Feed CERT-EU’s cyber threat intelligence knowledge base
7. Produce informative and actionable threat assessments: memos, alerts, cyber security briefs, threat landscape reports
8. Conduct research on malicious infrastructure used by attackers.

This is a highly technical, challenging, and empowering job with enough room for the selected candidate’s competencies to shine in a very friendly, supportive, human and professional environment.

Who we look for

The selected candidate should have:

• 3 years of professional experience in information security. Working experience in the CERT of an EU Member State would be an asset.
• First-hand experience with operating systems (such as Windows, Linux and Android)
• Concrete experience with application, network and IoT security
• Ideally experience in cyber threat intelligence

The candidate should also demonstrate the following skills:

• A high level of customer orientation
• Strong analytical and problem solving skills, including the ability to deal with a large amount of information in a limited time
• An ability to establish and maintain effective working relations with coworkers in an international and multi-disciplinary work environment
• A high degree of commitment and flexibility
• Excellent communication skills in English, both orally and in writing.

The candidate must hold a security clearance at EU SECRET level or be in a position to be security cleared.
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